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For most people this career would 

represent a lifetime worth of achieve-
ment, but Dr. Singletary was just get-
ting started. He assumed the presi-
dency of the University of Kentucky in 
1969, a time of national campus unrest. 
While other college leaders faltered in 
the wake of the Kent State tragedy, 
Dr. Singletary successfully calmed the 
fears of his students and led the univer-
sity forward. Under his guidance, the 
University of Kentucky prospered and 
became a nationally recognized re-
search institution. To compensate for 
shrinking State funds, Dr. Singletary 
encouraged a vigorous fundraising 
campaign targeting private donors. He 
raised almost $140 million in his 18- 
year presidency. A selective admissions 
policy, endowed professorships, the ex-
pansion of library holdings, and an un-
dergraduate honors program were all 
implemented during his tenure. Upon 
his retirement in 1987, Dr. Singletary 
had supervised over $250 million in new 
construction and renovation at UK, in-
cluding facilities for the arts, biologi-
cal sciences, equine research, agri-
culture, and cancer research. 

Dr. Otis Singletary will forever be re-
membered for his unwavering dedica-
tion to the University of Kentucky, its 
faculty, staff, and its students. I ask 
each of my colleagues to join me in 
paying tribute to Otis Singletary, for 
all that he has given to his students, 
his community, and his Nation. He will 
be missed. 

f 

TRIBUTE TO JUSTICE ROBERT E. 
ROSE 

Mr. REID. Mr. President, I take a 
moment to pay tribute to a long-time 
friend and Nevadan, Justice Robert E. 
‘‘Bob’’ Rose, who is being honored by 
the Fellows of the American College of 
Trial Lawyers. 

Justice Rose was elected to the Ne-
vada Supreme Court in 1988. He was re- 
elected in 1994 and again in 2000. 

However, before Justice Rose was a 
member of the Nevada Supreme Court, 
he was elected Washoe County District 
Attorney and thereafter Lieutenant 
Governor of Nevada. In fact, he was my 
successor in that office. 

After serving as Lieutenant Gov-
ernor, he returned to the private prac-
tice of law for several years in Reno, 
NV. 

In 1986, he was appointed District 
Court Judge for the Eighth Judicial 
District in Las Vegas by former Gov-
ernor, who is also a former U.S. Sen-
ator, Richard Bryan. 

The road to the Nevada Supreme 
Court started at a young age for Bob 
Rose. The dream began in 1964 when he 
clerked there for one year following his 
graduation from New York University 
Law School. 

While he set his sights high, his path 
wasn’t always an easy one. I remember 
during his tenure as Lieutenant Gov-
ernor, he cast a vote in the Nevada 
State Legislature on a very controver-
sial Equal Rights Amendment. It was 

1977, and he cast the tie-breaking vote 
against it. 

It is not always easy to live and work 
in the public spotlight, but he did what 
he felt was right. He has always been a 
man of courage and integrity. 

In his time to date on the Nevada Su-
preme Court, he has served as Chief 
Justice, and he has earned a reputation 
as a ‘‘reformer’’ by creating the Nevada 
Judicial Assessment Commission for 
the study and improvement of the 
courts. He has also chaired and co-
chaired the Committee to Establish 
Nevada Business Court and the Nevada 
Jury Improvement Commission, re-
spectively. 

Additionally, Justice Rose has been 
active with the Nevada Democratic 
Party, the American Cancer Society, 
and Nevada Easter Seal. 

Today I would like to say to my 
friend, Bob, Justice Rose, congratula-
tions on the honor you are receiving 
and good luck to you in all your future 
endeavors. As a lawyer and a Nevadan, 
I am proud to have you on our State 
Supreme Court. 

f 

LOCAL LAW ENFORCEMENT ACT 
OF 2003 

Mr. SMITH. Mr. President, I rise 
today to speak about the need for hate 
crimes legislation. On May 1, 2003, Sen-
ator KENNEDY and I introduced the 
Local Law Enforcement Enhancement 
Act, a bill that would add new cat-
egories to current hate crimes law, 
sending a signal that violence of any 
kind is unacceptable in our society. 

I would like to describe a terrible 
crime that occurred in Atlanta, GA. In 
May 2001, Ahmed Dabarran, a gay man 
who was a Fulton County Assistant 
District Attorney, was brutally beaten 
and murdered. Dabarran’s perceived 
sexual orientation by his attacker was 
a motivating factor in his death. Sadly, 
even though his killer confessed to the 
crime, a Cobb County, GA, jury later 
acquitted him. 

I believe that Government’s first 
duty is to defend its citizens, to defend 
them against the harms that come out 
of hate. The Local Law Enforcement 
Enhancement Act is a symbol that can 
become substance. I believe that by 
passing this legislation and changing 
current law, we can change hearts and 
minds as well. 

f 

LESSONS OF 9/11 AND THE D.C. 
AREA SNIPER SHOOTINGS 

Mr. KENNEDY. A year ago, the en-
tire capital region was terrorized by 
unknown killers striking randomly, 
without warning, without any discern-
ible pattern, and without mercy. Sadly, 
we know now that those savage mur-
ders could have been prevented. 

On 9/11/2001, we had learned that the 
oceans could no longer protect us from 
the terrorism that has plagued other 
nations. We learned that our law en-
forcement agencies and our intel-
ligence agencies were not adequately 

organized, trained, or prepared to iden-
tify the terrorists and prevent them 
from striking. 

We learned, especially from the re-
port of the Senate and House Intel-
ligence Committees, that there were 
serious problems with information 
analysis and information sharing be-
tween agencies at the Federal, State 
and local levels, and even between Fed-
eral agencies. 

As the FBI Director told the commit-
tees, no one can say whether the trag-
edy of 9/11 could have been prevented if 
all of the problems of our foreign and 
domestic intelligence and law enforce-
ment agencies had been corrected be-
fore 9/11. But 9/11 was certainly a 
wakeup call to these agencies. They 
were on notice that, whatever the rea-
sons for their failure to connect the 
many ‘‘dots’’ which their separate ac-
tivities had uncovered before the ter-
rorist attacks, they needed to change 
their ways. 

The tragic DC area killings of a year 
ago, in which 13 people were shot and 
10 lost their lives, provided a dramatic 
test of how well we had learned the les-
sons of 9/11. At the time, we had no way 
of knowing whether the shootings were 
the work of demented citizens, home-
grown terrorists, or foreign terrorists 
bent on spreading mortal fear among 
the people. 

In many ways, the law enforcement 
response was a model of the lessons al-
ready learned. Over 1,300 Federal 
agents of all types joined hundreds of 
State and local law enforcement per-
sonnel in a joint intensive effort to 
identify and apprehend the killers. The 
cooperation among law enforcement 
agencies in the area was close and 
seemingly effective. 

But in some vital respects, the events 
of last October revealed shockingly 
that a year after 9/11, we had not yet 
filled obvious gaps in our day-to-day 
law enforcement and intelligence ac-
tivities. 

We had not made sure that all of the 
Nation’s police agencies at all levels 
were communicating with each other 
with the fastest possible technology, 
and acting in real time to share the 
useful information they had gathered. 

Unfortunately, too much of the na-
tional effort had been invested in argu-
ing over broad and controversial new 
investigative and enforcement powers 
that threatened draconian violations of 
basic rights and liberties, with little 
benefit to homeland security. 

These debates deflected attention 
from the urgent need to assure that 
every jurisdiction in the Nation has— 
and uses—full access to the vast array 
of already available Federal resources 
specifically designed to assist them in 
their local responsibilities. The DC 
sniper case showed us a year ago that 
we need even more focus on this very 
practical and achievable goal, and less 
focus on the distracting shortcuts 
urged on the Nation by those who be-
lieve we must sacrifice our rights to 
gain security. 
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A year ago, we learned again that the 

national law enforcement system is 
only as strong as its weakest link. If 
all jurisdictions everywhere are not 
full partners in the legitimate, prac-
tical, day-to-day operations of the ex-
isting national system for information 
sharing and Federal-State cooperation, 
each of us anywhere is at risk. 

The information now available dem-
onstrates that the enormous tragedies 
of a year ago might well have been en-
tirely prevented if authorities in a 
State far from the Washington area 
had used the existing Federal resources 
available to them. 

The fact is, on the night of Sep-
tember 21, 2002, 11 days before the snip-
er shootings began in the Washington 
area, the local police in Montgomery, 
AL, obtained a clear fingerprint of a 
suspect in a brutal robbery and mur-
der. As we now know, that fingerprint 
matched a print on file in the FBI elec-
tronic matching system. 

That information could have quickly 
led the authorities to Malvo and Mu-
hammad, the two people later charged 
with the Washington area killings that 
began on October 2 that year. 

A State crime laboratory with a few 
thousand dollars worth of proper hard-
ware and free software from the FBI 
could have transmitted the Alabama 
fingerprint to the FBI system on Sun-
day morning, September 22. That sys-
tem would have automatically com-
pared the print with the 45 million 
prints in the system. The matching 
print could have been found and identi-
fied by the FBI by noon on that Sun-
day. In fact, the FBI’s average response 
time on such print matches was 3 hours 
and 16 minutes last year. 

The FBI’s State assistance program 
makes it easy and inexpensive for a 
State to transmit unidentified prints 
directly to the automated fingerprint 
system. The Justice Department even 
provides grants to help with the costs. 

But 15 States, including the State of 
Alabama, are not yet fully connected 
to the FBI system. They cannot trans-
mit the fingerprints found at crime 
scenes directly to the FBI’s automated 
24-hour-a-day fingerprint searching 
system. 

In the Alabama case, had the full fa-
cilities available from the Federal Gov-
ernment been utilized, look-out alerts 
or arrest warrants for the Alabama 
murder suspects could have been cir-
culated throughout the Nation some 
time between September 22 and Sep-
tember 24, followed quickly by the de-
scription and license plate number of 
the car they were using. 

In other words, at least 7 full days 
before the first shooting in the Wash-
ington area, Federal, State and local 
law enforcement agencies could have 
identified Muhammad and Malvo and 
could have been searching urgently for 
them, because they were wanted for 
the robbery/murder in Alabama. Trag-
ically, we now know that local police 
officers in two other States made traf-
fic stops of the suspects’ car and 

checked the driver’s license and plates 
with the national databases during 
those 7 days. But because the readily 
available national system had not been 
used, those checks produced no re-
sponse. Malvo and Muhammad were 
not apprehended, and the DC area snip-
er shootings took place. 

It is not my purpose to single out 
Alabama for special blame. This is a 
national problem. Fifteen States are 
not fully connected to the FBI’s elec-
tronic matching system. Many other 
States may not take full advantage of 
this and other Federal resources. 

The FBI spent $640 million building 
its fingerprint system, because it per-
suaded Congress that ‘‘if we build it 
they will come.’’ The system works 
well beyond the planners’ dreams. It 
usually responds on a ten-fingerprint 
check of an arrested suspect within 20 
minutes. It usually reports on an un-
known single fingerprint within about 
3 hours. 

Thirty-five States are fully using 
this valuable resource. They use the 
system routinely and automatically, 
because as one police official put it, 
‘‘You catch bad guys’’ this way. In fact, 
some police departments sent the FBI 
all the old unidentified prints they had 
as soon as they connected to the sys-
tem. Time after time, even very old 
prints from unsolved cases were 
matched with prints in the system, and 
old crimes were finally solved. 

On this sad anniversary of the DC 
sniper shootings, I hesitate to discuss 
these painful facts, when the victims’ 
families are still grieving. But I, too, 
have been where they are now, and so I 
feel I can speak the painful truth, the 
truth that will teach us how to make 
the future better than the past. 

The truth is that we now know this 
tragedy could have been prevented— 
not by tougher laws or more intrusive 
investigative powers, not by ethnic or 
racial profiling, but by strengthening 
and fully using the effective systems 
we already have in place. 

Attorney General Ashcroft wants 
even more law enforcement powers 
that will threaten still more basic 
rights. But I say, let’s fix the nuts and 
bolts of the system we already have. It 
is a scandal that 15 of our States are 
still not fully linked to the FBI sys-
tem. The financial cost is small, and 
Federal grants are available to defray 
it and pay the cost of any training that 
is needed. Hopefully, no such avoidable 
tragedy will ever happen again, and the 
victims we mourn and honor today will 
not have died in vain. 

f 

CHANGE IN INTERNET SERVICES 
USAGE RULES AND REGULATIONS 

Mr. LOTT. Mr. President, I wish to 
announce that in accordance with title 
V of the Rules of Procedure, the Com-
mittee on Rules and Administration in-
tends to update the ‘‘U.S. Senate Inter-
net Services Usage Rules and Regula-
tions.’’ 

Based on the committee’s review of 
the 1996 regulations, the following 

changes to these policies have been 
adopted effective October 8, 2003. 

The following changes have been 
made: 

A. SCOPE AND RESPONSIBILITY: 
Senate Internet Services (World Wide Web 

and Electronic mail) may only be used for of-
ficial purposes. The use of Senate Internet 
Services for personal, promotional, commer-
cial, or partisan political/campaign purposes 
is prohibited. 

Members of the Senate, as well as Com-
mittee Chairmen and Officers of the Senate 
may post to the Internet Servers informa-
tion files which contain matter relating to 
their official business, activities, and duties. 
All other offices must request approval from 
the Committee on Rules and Administration 
before posting material on the Internet In-
formation Servers. 

Websites covered by this policy must be lo-
cated in the SENATE.GOV host-domain. 

It is the responsibility of each Senator, 
Committee Chairman (on behalf of the com-
mittee), Officer of the Senate, or office head 
to oversee the use of the Internet Services by 
his or her office and to ensure that the use of 
the services is consistent with the require-
ments established by this policy and applica-
ble laws and regulations. 

Official records may not be placed on the 
Internet Servers unless otherwise approved 
by the Secretary of the Senate and prepared 
in accordance with Section 501 of Title 44 of 
the United States Code. Such records in-
clude, but are not limited to: bills, public 
laws, committee reports, and other legisla-
tive materials. 

B. POSTING OR LINKING TO THE FOL-
LOWING MATTER IS PROHIBITED: 

Political Matter. 
a. Matter which specifically solicits polit-

ical support for the sender or any other per-
son or political party, or a vote or financial 
assistance for any candidate for any political 
office is prohibited. 

b. Matter which mentions a Senator or an 
employee of a Senator as a candidate for po-
litical office, or which constitutes election-
eering, or which advocates the election or 
defeat of any individuals, or a political party 
is prohibited. 

Personal Matter. 
a. Matter which by its nature is purely per-

sonal and is unrelated to the official business 
activities and duties of the sender is prohib-
ited. 

b. Matter which constitutes or includes 
any article, account, sketch, narration, or 
other text laudatory and complimentary of 
any Senator on a purely personal or political 
basis rather than on the basis of performance 
of official duties as a Senator is prohibited. 

c. Reports of how or when a Senator, the 
Senator’s spouse, or any other member of 
the Senator’s family spends time other than 
in the performance of, or in connection with, 
the legislative, representative, and other of-
ficial functions of such Senator is prohibited. 

d. Any transmission expressing holiday 
greetings from a Senator is prohibited. This 
prohibition does not preclude an expression 
of holiday greetings at the commencement 
or conclusion of an otherwise proper trans-
mission. 

Promotional Matter. 
a. The solicitation of funds for any purpose 

is prohibited. 
b. The placement of logos or links used for 

personal, promotional, commercial, or par-
tisan political/campaign purposes is prohib-
ited. 

C. RESTRICTIONS ON THE USE OF 
INTERNET SERVICES: 

During the 60 day period immediately pre-
ceding the date of any primary or general 
election (whether regular, special, or runoff) 
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